Inter-Registrar Domain Name Transfers

Principles and Processes for Gaining and Losing Registrars
[image: image1.png][——1
.
===
Optiorial
e
-
N . L

Guining Regiot Process Flow Chat





ICANN DNSO Transfers Task Force Request For Comments
Status: Task Force Internal
Inter-Registrar Domain Name Transfers:
Principles and Processes for Gaining and Losing Registrars 

rc-irdx-090302-v1r2d7
9/10/2002 4:42 PM



Inter-Registrar Domain Name Transfers:

Principles and Processes for Gaining and Losing Registrars 
rc-irdx-090302-v1r2d7
9/10/2002 4:42 PM
Table of Contents
3Summary


4Issues


7Gaining Registrar Processes


8Gaining Registrar Processes Narrative


12Losing Registrar Processes


13Losing Registrar Processes Narrative


14Losing Registrar Redress





Summary
1) Exhibit B of the Registrar-Registry Agreement ("RRA") provides a general framework to govern the transfer of SLD Sponsorship between Registrars. In the interest of fostering an environment that promotes consumer confidence and facilitates such transfers between ICANN accredited Registrars, the ICANN DNSO Registrars Constituency proposes that member Registrars voluntarily adopt the following proposal that outlines a set of standard processes by which;

a) Gaining Registrars would obtain reliable authorization, or evidence of reliable authorization such as Authorization Information (AuthInfo) Codes in the case of EPP based registries, from appropriate authorities of transfer requests, and 

b) Losing Registrars would authorize the transfer of such domain names in the absence of confirmation to the Losing Registrar by the Registered Name holder or an individual with the apparent authority to legally bind the Registered Name holder. 

c) Inter-registrar domain name transfers become transactions predicated on trust and an assumed lack of malfeasance on behalf of any party to the transaction. 

This document allows for variations in the implementation of these standards, as long as the prescribed minimum standards are complied with. This document furthermore provides for processes for a Losing Registrar to verify the Gaining Registrars' compliance with these minimum standards.

This document, while not an IETF draft, is offered in accordance with, and subject to, the terms of section 10 of RFC 2026. [Note to draft: Make more explicit? Clarify if needed?]
Outstanding Issues 
[Note to Draft: remove entire section prior to final draft – all “issues” should be resolved prior to final draft.]
2) The drafting committee explored a number of options that require the further attention by the Task Force.
Specifically, it was recognized that the Task Force should consider,;

· The enforcement model required to ensure appropriate application of this policy
· What form a standardized authorization form should take

· 
· 
· 
· 
These are complex issues that each require further study and analysis before the Task Force tables its final recommendations to the Names Council.
Principles

3) General Principles. These general principles outline not only the basic philosophical points that were taken into account during the drafting of this document, but also those principles that are required for a registrar, registry or registrant to effectively implement or initiate the processes described in this document.
a) Inter-registrar domain name transfers (IRDX) transactions MUST NOT be undertaken in conflict with ICANN or Registry contracts. If a conflict occurs, ICANN or Registry contracts MUST take precedent. Registrars (and their agents) MUST NOT place additional restrictions upon a Registrant in the form of a service contract in a manner contrary to ICANN or Registry policy and/or contract with respect to IRDX transactions.
b) IRDX processes MUST allow Registered Name holders to transfer their domain name registrations between registrars provided that the Gaining Registrar's transfer process follows minimum standards and such transfer is not prohibited by ICANN or registry policies.

c) IRDX processes MUST prevent parties not authorized by the Registered Name holder, pursuant to Registry and ICANN contracts, from completing an IRDX transaction.

d) IRDX processes MUST require Gaining Registrars to maintain reliable evidence of express authorization by an individual or entity that possesses apparent authority to legally bind the Registered Name holder.

e) IRDX transactions MUST be undertaken in a manner that engenders Registered Name holder confidence.

f) IRDX transactions SHOULD, wherever possible, be implemented using existing protocols and standards. 

g) IRDX transactions MUST withstand reasonable inspection before, during and after the transaction has occurred.

h) IRDX processes MUST take into account the legal, linguistic and cultural differences of the domain name registration market, registrars, and Registered Name holders.

i) IRDX processes MUST NOT place undue burden on the Registered Name holder, registrar or registry.

j) IRDX processes SHOULD be automated. 

k) Specific implementations of IRDX processes MUST remain at the discretion of the implementing party.

l) IRDX process implementation and administration MUST be the responsibility of the Gaining Registrar. This is the underlying statement of default action and rule.
m) IRDX process implementation and administration MUST NOT allow for undue influence or manipulation by the losing registrar or any other third party.

n) IRDX transactions MUST only be undertaken at the request of the Registered Name holder or someone with the apparent authority to act on behalf of the Registered Name holder.

o) Registered Name holders, or an individual with the apparent authority to legally bind the Registered Name holder, MUST be provided the capability to verify their intention to complete an IRDX transaction as part of the IRDX process.

p) IRDX processes MUST be as clear and concise as possible in order to avoid confusing Registered Name holders or other stakeholders.

q) IRDX processes MUST be subject to verification by the Losing and Gaining Registrar. 

r) IRDX transactions SHOULD be denied by the Losing Registrar if the Gaining Registrar has not implemented the minimum standards and practices contemplated by this document or the relevant Registry Agreement

s) Registrars MUST provide the Registrant with the Registrant’s unique “AuthInfo Code” within 72 hours of the Registrant’s initial request.
t) In the event of dispute(s) over payment, the Losing Registrar MUST NOT use transfer processes to secure payment for services from a Registrant. This includes “N’ACK” of transfer requests from the registry and/or non-release of “AuthInfo Codes” to the registrant. 

u) The Losing Registrar MAY use the EPP or RRP command set equivalent of “Registrar Hold” prior to receiving a transfer notification from the Registry as a mechanism to secure payment from a Registrant in the event of non-payment. The Losing Registrar MAY NOT use the EPP or RRP command set equivalent of “Registrar Lock” for this same purpose.
Gaining Registrar Processes

4) Diagram 4.0
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Gaining Registrar Processes Narrative

5) The following section is intended to act as a descriptive guide to the processes outlined in Diagram 4.0.

a) Entity Files Transfer Request - The entity in question may be any of the following: the Registered Name holder, the administrative contact, or someone authorized to act on the Registered Name holder's behalf. This transfer request may be filed through virtually any means including telephone, email, web, etc. It is not mandatory at this point that the entity be verified as having the authority to initiate a change in SLD Sponsorship.

b) Gaining Registrar retrieves Whois record for domain from Losing Registrar and stores output - This could be accomplished through any Whois service as long as the output is an accurate representation of the Losing Registrar's data at the time of capture by the Gaining Registrar.

c) Whois Data is invalid - This covers a number of conditions including invalid or out of date email addresses or other contact information

d) Whois Data is valid - Validity is solely determined when the Gaining Registrar can reasonably conclude that the Whois data provided by the Losing Registrar is correct. (e.g. - email sent to the admin contact doesn't bounce).

e) Gaining Registrar attempts to contact the Registered Name holder, or an individual with the apparent authority to legally bind the Registered Name holder, for manual authorization - This can be undertaken, especially in automated environments, when the primary contact data is incorrect (e.g. - email address) but other data elements are correct (e.g. - phone number). The Gaining Registrar should use all means at their disposal to contact the Registered Name holder, or an individual with the apparent authority to legally bind the Registered Name holder.  If no response is available, the transfer request must not be honored and must necessarily fail.

f) The Registered Name holder is provided with means of verification - this may take many forms including simplified web forms or paperwork. The Gaining Registrar may choose to employ a means of verification not contemplated by this document as long as the means comply with this document, specifically the minimum standards of data acquisition and retention, in written or electronic form, as outlined in 5.k. The documentation that verifies the transaction is called the "Form of Authorization" (FOA). In all cases, the FOA must provide the Registered Name holder with clear instructions for approving or denying the request for authorization, the identity of the Gaining Registrar (and other parties to the transaction - e.g. resellers) and a concise statement describing the impact of the Registered Name holder's decision(s). This requirement is intended to ensure that the form of request employed by the Gaining Registrar is substantially administrative and informative in nature and clearly provided to the Registered Name holder for the purpose of verifying the intent of the Registered Name holder.

g) Customer decides intent - This is a decision point at which the Registered Name holder, or an individual with the apparent authority to legally bind the Registered Name holder must determine whether or not they wish to undertake the transfer request.

h) The Registered Name holder, or individual with the apparent authority to legally bind the Registered Name holder, denies authorization - Gaining Registrar does not continue the transaction.

i) No response is received from the Registered Name holder, or individual with the apparent authority to legally bind the Registered Name holder - Gaining Registrar does not continue the transaction. No Response is received from the Registered Name holder, or individual with apparent authority to bind the Registered Name holder, - Gaining Registrar does not continue with the transaction.

j) The Registered Name holder, or individual with the apparent authority to bind the Registered Name holder, verifies transfer request – Acquisition of the FOA must be undertaken in a manner that can be documented and cannot be reasonably intercepted, forged or otherwise duly influenced by third parties. 

k) Transfer authorization record stored with transaction by Gaining Registrar - In addition to the minimum data acquisition and retention requirements specified by ICANN and the Registry to ensure the validity of transactions from an audit perspective, at least one of the following forms of data must be acquired and retained by the Gaining Registrar in a form that facilitates the inspection rights of the Losing Registrar;

i) Physical: Form of Authorization signed by the Registered Name holder or an individual who has the apparent authority to legally bind the Registered Name holder. Such authorization must make explicit reference to the domain name(s) being transferred.  A signed master FOA separate from an electronic communication with the domain names in question is also acceptable, so long as this master FOA is signed by both an authorized representative of the Gaining Registrar and the Registered Name holder, or an individual who has the apparent authority to legally bind the Registered Name holder).

ii) Electronic: A copy of the electronic communication sent to the Registered Name holder, or an individual who has the apparent authority to legally bind the Registered Name holder, by the Gaining Registrar notifying, in reply to or confirming the initial domain name transfer request described in 5.f.  The language of the electronic communication; 

(a) must make clear to the Registered Name holder that its domain name is being transferred to the Gaining Registrar.  

(b) must be stored and saved with any applicable header information (date and time sent, sender, "to" addressee, etc.).  

(2) In case of an email authorization, the Gaining Registrar; 

(a) must retain a copy of the email to the Registered Name holder, or individual with the apparent authority to legally bind the Registered Name holder, confirming the transfer, and;  

(b) must maintain log files reflecting all system transactions with respect to the above transfers, including 

(i) email addresses that communications were sent to in obtaining authorization of the transfer, 

(ii) the dates and times (mm/dd/yyyy hh:mm:ss) reflecting when;

1. the transfer was initially requested

2. the Gaining Registrar requested authorization

3. the FOA was obtained by the Gaining Registrar from the Registered Name holder or the individual who has the apparent authority to bind the Registered Name holder.

4. the Gaining Registrar filed the transfer of SLD Sponsorship request with the Registry, 

5. a copy of the Whois information, as obtained from the Losing Registrars Whois database, for such domain name prior to the transfer for the domain name registration.  

l) Transfer request sent to verification queue for inspection - An inspection queue should be used to re-verify the validity of the transfer request. See next description for full explanation.

m) Inspection - This may be a manual inspection, automated inspection or a combination of both. The purpose of this inspection is to ensure that obviously forged or suspect requests that have not been captured by previous processes are not forwarded to the registry for action. It is recommended that registrars implement both a manual and automated check. The automated portion should consist of a check against a blacklist of domains that must not be transferred. [Note to Draft: Should this become an optional provision?]
n) Gaining Registrar does not approve transfer request - this can occur for any number of reasons, including suspicious transaction patterns.

o) Gaining Registrar approves transfer request - if the Gaining Registrar is satisfied with the apparent validity of the transaction, it may send the transfer request to the Registry for processing.

p) Transfer request sent to registry - this is undertaken exclusively via the RRP or EPP between the Gaining Registrar and the Registry.

q) Registry sends transfer announcement to Losing Registrar - implementation details are typically at the sole discretion of the registry in question. The Losing Registrar must adapt its systems and processes to the form and substance of this announcement in accordance with the minimum standards set forth in this document.

r) Losing Registrar minimum attribute check - Upon receipt of the transfer announcement sent by the registry, the Losing Registrar may undertake to check that the domain registration is not subject to one of the following conditions:

i) Situations described in the Domain Dispute Resolution Policy

ii) A pending bankruptcy of the Registered Name holder

iii) Dispute over the identity of the Registered Name holder

iv) Request to transfer sponsorship occurs in the first 60 days after the initial registration with the Registrar.

s) Losing Registrar denies transfer - If the registration pending transfer possesses any, or any number of, the aforementioned attributes, the Losing Registrar may deny the transfer request in accordance with the relevant Registry Agreement.

t) Registry cancels transfer, notifies Gaining Registrar - self explanatory

u) Losing Registrar does nothing/acknowledges transfer - if the registration pending transfer does not possess the aforementioned attributes, then the Losing Registrar must authorize the transfer request, unless the Gaining Registrar did not follow the minimum procedures described herein. In such case, the losing registrar may deny the transfer according to the processes described in this document. 

v) Registry undertakes transfer and notifies Gaining Registrar - self-explanatory.

w) Gaining Registrar notifies the Registered Name holder of successful transfer - self-explanatory. May be conducted by any number of means.

x) Transfer Fails – Self-explanatory.

Losing Registrar Processes

6) Diagram 6.0


Losing Registrar Processes Narrative

7) The following section is intended to act as a guide to the processes outlined in Diagram 6.0. 
a) Registry Transfer Notification - Registry sends out notification of pending transfer to Losing Registrar.

b) Losing Registrar Receives notification makes note of "domain_name" - Losing Registrar determines which domain name is pending transfer away.

c) Losing Registrar retrieves customer contact information from local database - Losing Registrar retrieves contact and customer details related to the domain pending transfer from its own records.

d) Notifies the Registered Name holder of pending request to transfer to another registrar - Losing Registrar notifies the Registered Name holder that its domain name is currently subject to a pending transfer away request.

e) Customer decides intent – The Registered Name holder reviews pending transfer request and determines whether or not he wishes to continue with the transfer request, or whether or not the originating transfer request is valid.

f) Do nothing/No Response - The Registered Name holder chooses not to, or does not respond to the notification of pending transfer.

g) Verify transfer request - The Registered Name holder explicitly approves the pending transfer request as being valid.

h) Deny transfer request - The Registered Name holder explicitly denies the pending transfer request as being valid.

i) Transfer Fails - The Losing Registrar files a non-acknowledgement of transfer request ("n'ack") with the Registry in case of 7.h by the Registered Name holder.

j) Registry Undertakes transfer - The Registry allows the pending transfer request to continue as being a valid and approved transfer request in case of step 7.f or 7.g by the Registered Name holder.



























[Note to Draft: Insert Dispute Resolution, General Mechanisms & Enforcement language pending resolution by TF]
Appendix A

A Glossary of Terms and Acronyms

AuthInfo:  See Authorization Information Codes

Authorization Information Codes:  [ item not yet drafted ]

Contact: Contacts are individuals or entities associated with domain name records. Typically, third parties with specific inquiries or concerns will use contact records to determine who should act upon specific issues related to a domain name record. There are typically three of these contact types associated with a domain name record, the Administrative contact, the Billing contact and the Technical contact.  

Contact, Administrative: The administrative contact is an individual, role or organization authorized to interact with the registry or registrar on behalf of the Domain Holder. The administrative contact should be able to answer non-technical questions about the domain name's registration and the Domain Holder. In all cases, the Administrative Contact is viewed as the authoritative point of contact for the domain name, second only to the Domain Holder. 

Contact, Billing: The billing contact is the individual, role or organization designated to receive the invoice for domain name registration and re-registration fees. 

Contact, Technical: The technical contact is the individual, role or organization who is responsible for the technical operations of the delegated zone. This contact likely maintains the domain name server(s) for the domain. The technical contact should be able to answer technical questions about the domain name, the delegated zone and work with technically oriented people in other zones to solve technical problems that affect the domain name and/or zone. 

DNS: See “Domain Name System”. 

Domain Holder: The individual or organization that registers a specific domain name. This individual or organization holds the right to use that specific domain name for a specified period of time, provided certain conditions are met and the registration fees are paid. This person or organization is the "legal entity" bound by the terms of the relevant service agreement with the registry operator for the TLD in question. 

Domain Name System: The domain name system is a distributed database arranged hierarchically. Its purpose is to provide a layer of abstraction between other Internet services (web, email, etc.) and the numeric addresses (IP addresses) used to uniquely identify any given machine on the Internet. 

EPP:  See “Extensible Provisioning Protocol”

Exclusive Registration System: A domain name registration system in which registry services are limited to a single registrar. Exclusive Registration Systems may be either loosely coupled (in which case the separation between Registry and Registrar systems is readily evident), or tightly coupled (in which case the separation between registry and registrar systems is obscure). 

Extensible Provisioning Protocol: an IETF standard for Internet domain name registration between domain name registrars and domain name registries.  This protocol provides a means of interaction between a registrar's applications and registry applications.  Based on a standard XML schema.

FOA: See “Form of Authorization”

Form of Authorization: [ FOA ] When a Gaining Registrar is in the process of executing a domain name transfer it must provide the registered domain name holder with a means of verification.  The documentation that verifies the transaction is called the "Form of Authorization" (FOA).

GTLD: See “Top Level Domain, Generic”. 

Glue Record: A Glue Record is an A record that is created as part of a delegation.  

ICANN: Internet Corporation for Assigned Names and Numbers. A non-profit organization founded to assume responsibility for IP address space assignment, protocol parameter assignment, domain name system management and root server system management. 

IANA: Internet Assigned Numbers Authority. The prior organization that was tasked with responsibility for IP address space assignment, protocol parameter assignment, domain name system management and root server system management. Now limited to performing the technical delegation of TLDs under ICANN. 

InterNIC: The InterNIC, a registered service mark of the U.S. Department of Commerce, is a concept for an integrated network information center that was developed by several companies, including Network Solutions, in cooperation with the U.S. Government. Until recently, the term InterNIC is being used in conjunction with a neutral, stand alone web page (located at http://www.internic.net) that has been established to provide the public with information regarding Internet domain name registration. ICANN has recently undertaken an agreement with the United States Department of Commerce to undertake operation of the effort. The InterNIC was originally created by NSF to provide specific Internet services; directory & database services (by AT&T), registration services (by Network Solutions) and information services (by General Atomics/CERFnet).

Inter-registrar Domain Name Transfers: [ IRDX ]  In a domain name transfer, the registrant changes the service that provides the front-end domain name service.  The service provided to registrant requires that the Gaining Registrar make a formal request to the Losing Registrar to make the Gaining Registrar the official service providing domain name service for that name.  The request that passes between the registrars is the Inter-registrar Domain Name Transfer.

IRDX: See inter-registrar domain name transfers.

ISO-3166-1: A document maintained by the International Standards Organization that gives coded representations of more than 230 names of countries or areas independent from countries. This document contains two-letter (Alpha-2-code), a three-letter code (Alpha-3-code) and a three-digit numeric code (Numeric-3-code) for every entry in its list of country names. This has been typically the document that IANA uses to create ccTLD entries in the root-zone system. 

NACK: See “non-acknowledgement of transfer request”

Nameserver: A computer running software that authoritatively looks up the numeric equivalent (IP Address) of a record in a zone file, usually for the purpose of allowing remote client access to remote server resources over a network.  

Namespace: All combinations of Domain Names and Top Level Domains, registered and otherwise, existing below the Root System.  

NIC: Network Information Center. 

NIC Handle: A NIC Handle is an identifier in use by some registrars and registries that is assigned to various records in the domain name database. Globally, they do not have a common format or application. Further, they are not globally unique. 

Non-acknowledgement of Transfer Request [ NACK ]:  [ item to be drafted ]

Object: A generic term used to describe entities that are created, updated, deleted, and otherwise managed by a generic registry-registrar protocol. This includes nameserver objects, contact objects and other similar entities. 

Registrant: See Domain Holder. 

Registrar: A person or entity that, via contract with Domain Holders and a Registry, provides front-end domain name registration services to registrants, providing a public interface to registry services. 

Registrar, Accredited: A Registrar that has been certified as meeting certain minimal criteria to act as a Registrar for a specific TLD. This term is almost solely used when referring to Registrars that have been certified by ICANN. ccTLD Registries also accredit registrars, and though they may use differing terms, the concepts are largely the same. 

Registrar, Gaining: In a domain name transfer, the registrant changes the service that provides the front-end domain name service.  The Gaining Registrar is the institution or organization that becomes the new registrar for the registrant.

Registrar Lock Feature: [ item not yet drafted ]

Registrar, Losing:  In a domain name transfer, the registrant changes the service that provides the front-end domain name service.  The Losing Registrar is the institution or organization that used to be the registrar and who is “losing” the service contract for registration services to the Gaining Registrar..

Registrar, Sponsoring: The Registrar responsible for the submission of the domain name to the Registry. 

Registrar Operator: A term used to denote the entity providing the technical services to a Registrar in support of their registration services. Also referred to as a “Registrar Outsourcer” or “Registrar Provider”.  

Registration Authority: The policy making body for any given TLD. Examples include the Canadian Internet Registration Authority, Nominet and MuseDoma. 

Registry: A Registry is the person(s) or entity(ies) responsible for providing registry services. Registry services include customer database administration, zone file publication, DNS operation, marketing and policy determination in accordance with the general principles outlined in RFC 1591 [5]. A Registry may outsource some, all, or none of these services. 

Registry, EPP-based: A registry that uses EPP (see “Extensible Provisioning Protocol”) as the mechanism communicating with the registrar.

Registry, RPP-based: A registry that uses RPP (see “RPP”) as the mechanism for communicating with the registrar.

Registry, Thick: A registry in which all of the information associated with registered entities, including both technical information (information needed to produce zone files) and social information (information needed to implement operational, business, or legal practices), is stored within the registry repository. 

Registry, Thin: A registry in which some element of the social information associated with registered entities is distributed between a shared registry and the registrars served by the registry. 

Registry Operator: Usually synonymous with the term Registry, however a Registry Operator may also be an organization or individual acting operating the Registry under an outsourced technical services management contract. 

RRP: The registry registrar protocol:  a set of specifications for a TCP-based, 7-bit US-ASCII text protocol that permits multiple registrars to provide second level Internet domain name registration services in the top level domains (TLDs) administered by a TLD registry. Unlike EPP, RRP is specified using Augmented Backus-Nauer Form (ABNF)

SLD: An "SLD" is a second-level domain of the DNS 

SLD, Functional: A reasonable equivalent to an SLD in a namespace where second level domains are not permitted for policy reasons. An example of a Functional SLD would be foo.com.au. While .com is the actual SLD, .au policy does not permit the widespread registration of second level domains, thereby creating a proliferation of Functional SLDs (in this case .foo) in the .au namespace. 

SLD Holder: See "Domain Holder" 

SLD Sponsor: See "Registrar, Sponsoring". 

Shared Registration System: A domain name registration system in which registry services are shared among multiple independent registrars. Shared Registration Systems require a loose coupling between registrars and a registry. 

TLD: Top Level Domain.  A generic term used to describe both gTLDs and ccTLDs that exist under the top-level root of the domain name hierarchy. 

Top Level Domain: See “TLD”. 

Top Level Domain, Country Code: A TLD that corresponds to an entry in the ISO-3166-1 list. .UK, .GG, .JE are also ccTLDs despite the lack of a corresponding entry in the ISO-3166-1 list. 

Top Level Domain, Generic: A TLD created to act as a globally relevant resource. Examples of these include .COM, .NET, .ORG, .INFO, .BIZ and .AERO amongst others.

Transfer Authorization Record: [ item yet to be drafted ] 

Whois: a TCP transaction based query/response server, that providing netwide directory service to network users. The Whois Protocol was originally defined in RFC 954. The initial domain name related application layer implementations were centralized systems run by SRC-NIC and then later InterNIC/Network Solutions. The SRI-NIC and InterNIC implementations are more formally referred to as "NICNAME/Whois" services. Whois is not purely a domain name or IP address directory service, but has been deployed for a wide variety of uses, both public and private. Other variants of this service include RWhois and the newer Verisign Referral LDAP Whois service. Whois can refer to the protocol defined in RFC 954 or the generic application service described above. 

Whois, Bulk: A data retrieval mechanism required by ICANN that specifies that all ICANN accredited Registrars must make their Whois dataset available as a single machine readable file. Put another way, Bulk Whois is the entire Registrar Whois dataset available for retrieval via FTP, HTTP or some other mechanism. Thick Registries also may provide a similar service in allowing entities to retrieve the Registry Whois dataset. 

Whois, Command-line: A Whois query executed from the command line of an operating system such as Linux or MS-DOS. 

Whois Record: The information or payload returned to the client as a result of a Whois query. 

Whois, Referral: RWhois (Referral Whois) extends and enhances the Whois concept in a hierarchical and scaleable fashion. In accordance with this, RWhois focuses primarily on the distribution of "network objects", or the data representing Internet resources or people, and uses the inherently hierarchical nature of these network objects (domain names, Internet Protocol (IP) networks, email addresses) to more accurately discover the requested information. [6] 

Whois, Registrar: Whois services made available by specific registrars for the domain names that they sponsor at the Registry. 

Whois, Registry: Whois services made available by specific registries for the domain names that they are authoritative for. Registry Whois often do not provide the comprehensive contact information that Registrar Whois services do, but they usually contain contact information for the Sponsoring Registrar. Note that the payload provided to the client by the Registry is not standardized between Registries and may vary based on the model employed by the Registry. 

Whois, Web based: A World Wide Web interface to Registrar or Registry Whois services. 

Zone: A portion of the total domain namespace that is represented by the data stored on a particular nameserver. The nameserver has authority over the zone – or the particular portion of the domain namespace – described by that data.   

Zone File: A file that contains data describing a portion of the domain name space. Zone files contain the information needed to resolve domain names to Internet Protocol (IP) numbers.

� It was unclear by the drafting committee whether this step was necessary or not. It will be considered an optional condition unless the Registrar Constituency a) adopts an amendment at a future date, or b) the Registrar Constituency specifies otherwise during the comment period prior to the adoption of this document.
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